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Examples of Prohibited Use 
 

Use of KSU network and computer systems is conditioned upon compliance with this and 

other university policies and all applicable laws.  Though not exhaustive, the following 

list is provided to emphasize that these activities are NOT allowed on KSU network or 

computer systems: 

 Using facilities, accounts, access codes, privileges, or information to which access is 

not authorized; 

 Viewing, copying, altering, or destroying any files without explicit permission; 

 Falsely representing one system user electronically as another user; 

 Cheating and/or forwarding chain letters; 

 Possessing, posting, accessing or distributing obscene materials. Examples include 

but are not limited to materials that contain pornography, racial slurs, expletives; 

 Abusing, harassing, threatening, stalking or discriminating against others by use of 

computing resources; 

 Game playing that interferes with academic or administrative use by others; 

 Making, distributing, or using unauthorized copies of licensed software (see 

Computer Software Policy and Copyright and Educational Fair Use Policy); 

 Obstructing workflow by consuming large amounts of system resources, such as disk 

space, CPU time, etc. 

 Introducing destructive software, e.g. “virus” software, or precipitating system 

crashes; 

 Running or otherwise configuring software or hardware to intentionally allow access 

by unauthorized users; 

 




